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Astrafox declares that the AMODIT platform currently (as of 2025-04-01) has  
no detected critical or high-level security vulnerabilities. 
 
Additionally, we would like to inform you that for the last four years, we have regularly 
(approximately every six months) received penetration test reports conducted by our 
clients as part of their security procedures. The vulnerabilities detected during these 
tests have been and are being immediately fixed. In particular, vulnerabilities marked as 
critical or high are fixed within the current production sprint (up to two working weeks 
from receiving the penetration test report). Other vulnerabilities with lower priority are 
fixed within a timeframe agreed upon with the client. 
 
Additionally, we recommend updating the system to the latest version available. The list 
of available versions can be found at https://wiki.amodit.com/pl/baza-wiedzy/aktualne-
wersje/. We also recommend regularly reviewing the "System Security" section located  
under the "For Administrators" tab on the AMODIT platform wiki 
(https://wiki.amodit.com/pl/?top-category=dla-administrator%c3%b3w).  
The articles published there contain guidelines whose implementation increases security 
and reduces the vulnerability of the AMODIT platform to potential attacks. 
 
Kind regards,  
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